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WE MUST SPEED OUR ADOPTION OF AI IN NATIONAL SECURITY

 The Digital Battlefield Demands Speed: Events in Ukraine 
underscore the need for rapid AI integration across 
government and allies. Failure to adapt means ceding 
ground to adversaries building vast digital arsenals.

 Information Warfare is Paramount: Winning the narrative 
and dispelling misinformation are as vital as overwhelming 
force. AI will be pivotal for truth in an era of deepfakes and 
disinformation campaigns.

 Data as the Strategic Asset: Data fuels dominance in this 
new conflict landscape. AI-driven analysis and decision-
making will determine who leverages data for decisive 
advantage.

 A Whole-of-Nation Mobilization: Meeting this existential 
challenge demands unprecedented mobilization of 
resources, talent, and partnerships across the US 
government and beyond.



AI COMPETITION WITH THE PRC:  OUR LEADERS’ WORDS

US-CHINA SWOT ANALYSIS

▪ “In this era of strategic competition with the [People's 

Republic of China], the advantage will always go to the 

country that uses AI and associated technologies better, 

faster, smarter and safer,” Deputy Secretary of Defense Hicks 

said.

▪ “This competition ((with China)) also exploits technological 

advancements such as AI, biotechnologies and related 

biosecurity, the development and production of 

microelectronics, and potential quantum developments- to 

gain stronger sway over worldwide narratives affecting the 

global geopolitical balance, including influence within it,” 

Director of National Intelligence Haines said.

▪ “China today poses a set of growing challenges to our 

national security…we believe there are three families of 

technologies that will be of particular importance over the 

coming decade: first, computing-related technologies, 

including microelectronics, quantum information systems, and 

artificial intelligence…we will continue to take action to 

protect our advantage and maintain as large a lead as 

possible in these foundational technologies,” Secretary of 

Commerce Raimondo said. 



FOCUS ON TALENT, NOT TOOLS

 Prioritize People Over Tech: Data fluency in operators and 
analysts is the key to long-term success. "Relentless 
incrementalism" empowers them to drive innovation and 
doctrinal shifts.

 Tap the Widest Talent Pool: USG needs to forge non-
traditional partnerships across industry, academia, and civil 
service to attract the best minds.

 Data Fluency as a Core Competency: Every person in the 
USG should build data literacy as a vital part of their 
expertise. Leaders should champion data-driven decision-
making.

 Change Starts at the Top: A "Data and AI Day" alongside 
executive-level data education signals the importance 
across the board. Data skills should factor into training and 
promotions.



RESOURCE AND PROCURE A FLEXIBLE DATA ARCHITECTURE

 Outdated Data Architecture Impedes Progress: 
Legacy data systems with rigid standards put the USG 
behind the innovation curve. A flexible, open-standard 
architecture is essential for adapting to the commercial 
data landscape.

 Cloud Compute Power at the Edge is the Future: 
True compute power must be accessible in disconnected 
environments. Data-driven tactics developed at the edge 
will drive wider doctrinal change.

 IT as an Operational (aka, Warfighting)  Domain: 
CIOs need the resources and authority to procure and 
deploy IT solutions rapidly, just like other 
operational/battlefield necessities. Outdated cybersecurity 
protocols hinder progress.

 The Result: Seamless Coalition Data at the Speed 
of War: A zero-trust approach with advanced encryption 
is crucial. This enables real-time, secure data sharing with 
allies, outpacing adversaries in the decision-making cycle.
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ENCOURAGE A CONTINUOUS CAMPAIGN OF LEARNING

 The Virtuous Cycle of Learning: Persistent integration of 
cutting-edge tech in real-world operations fuels talent 
growth, uncovers IT gaps, and reveals the precise policy 
changes needed for accelerated data-driven decision-
making.

 Success Stories Drive Progress: DoD/IC/DOS examples 
showcase the transformative power of data-driven tech for 
warfighter missions. This model must be expanded across 
the USG.

 Partnership for Precision: Industry-operator collaboration 
enables real-time refinement of capabilities and the 
surgical removal of outdated policies, aligning the USG with 
industry's adaptability.

 Beyond Tech: It's About People: Emphasize that this 
campaign prioritizes data fluency across the USG 
workforce, empowering them to drive the adoption of 
data-driven decision-making for global competitiveness.



CONCLUSION

 Our national security professionals are moving out

 It is an ongoing competition with the nation-state 
competitors who want AI dominance

 America and our partners and allies citizens and their 
creativity is a true advantage we must continue to enable

 We must resource the modernization of our information 
technology and data architecture to build a modern future-
proof base across our commercial and government sectors

 Learn by doing and don’t over regulate your way out of the 
virtuous learning cycle 



THANK YOU!
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